Policy on Data Protection
Statement  
The Board of Newmarket-on-Fergus Community Centre CLG, in accordance with the Data Protection Acts 1988 and 2003, recognises the need for the responsible management of our collection, processing, storage and disclosure of personal information in both electronically held information and manual files. Personal data is information that can easily identify an individual. Data is “sensitive” if it contains racial, ethnic, religious or philosophical beliefs, trade union membership, criminal convictions or health information. This places a duty of care on data controllers (i.e. anyone who collects and stores information on individuals) to protect the privacy of personal data. 

Policy
The Board of Newmarket-on-Fergus Community Centre CLG agree that all users of personal information within the Organisation must comply with the following Data Protection Principles. The Principles define how data can be legally processed. Processing includes obtaining, recording, holding or storing information and carrying out any operations on the data, including adaptation, alteration, use, disclosure, transfer, erasure and destruction.

The Principles state that....

1) Personal data shall be processed fairly and lawfully. 
2) The subject giving the data must be informed of the intended purpose and use of the data.
3) When processing personal data, explicit consent is required. 
4) Personal data shall be obtained only for one or more specified and lawful purposes, and shall not be further processed in any manner incompatible with that purpose or purposes. 
5) Personal data shall be adequate, relevant and not excessive in relation to the purpose for which it is processed. 
6) Personal data shall be accurate, and where necessary, kept up to date. 
7) Personal data processed for any purpose shall not be kept for longer than is necessary for that purpose. 
8) Personal data shall be processed in accordance with the rights of data subjects under the Data Protection Act. 
9) Appropriate technical and organisational measures shall be taken against unauthorised or unlawful processing of personal data and against accidental loss or destruction of, or damage to, personal data. 
10) Personal data on any person in the organisation when no longer required for the purpose originally intended, shall be deleted from any electronic devise where it is stored, or if in printed form shall be shredded and securely disposed of.  
11) Personal data shall not be transferred to a country or territory outside the European Economic Area unless that country or territory ensures an adequate level of protection for the rights and freedoms of data subjects in relation to the processing of personal data.
12) In the event of an individual requesting access to their information, we will provide that information within 40 days of the request. No alterations will be made to the information on file before providing the information. Information will be provided in a clear legible form. 
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